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What is Social Computing?

Social computing is an area of computer science that is concerned with the intersection of social behavior and
computational systems. It is based on creating or recreating social conventions and social contexts through the
use of software and technology. Thus, blogs, email, instant messaging, social network services, wikis, social
bookmarking and other instances of what is often called social software illustrate ideas from social computing.

https://en.wikipedia.org/wiki/Social computing
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Our overwhelmed legal system

The long pendency of cases raises questions about the accountability of the legal
edifice to citizens

Tech may help remove barriers in
using local languages in court:
CJI NV Ramana

The CJI was speaking after laying the foundation stone for a nine-storey administrative block of
Madras HC, and inaugurating combined court buildings in Kallakurichi and Namakkal,
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Legal Al for Indian Context

District courts are usually the first
point of contact between the people
and the judiciary.

Lower courts in India are burdened
with a backlog of cases (~40 million
as of 2021).

Local languages used in the
documents filed in district courts in
India.




Legal Al / NLP - Data

We collected ~900k district court case documents from Uttar
Pradesh

All documents in Hindi, written in Devanagari

There are legal corpora for European Court of Justice and Chinese
courts, none for Indian district courts
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Legal Al / NLP - Data

There are around 300 different case types, table shows the prominent

ones

Majority of the case documents correspond to Bail Applications

" Case Type % of Cases In
HLDC

Bail Applications 31.71
Criminal Cases 2041
Original Suits 6.54
Warrant or Summons in | 5.24
Criminal Cases
Complaint Cases 4.37
Civil Misc 34
Final Report 3.32
Civil Cases 3.23
Others (Matrimomial | 21.75

Cases, Session Trial,

Motor Vehicle Act, etc.)

Case types in HLDC

Total Cases

Variation in number of case documents per district



Legal Al / NLP - Bail Documents

Hindi Legal
Documents
Corpus
(HLDC)
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Documents
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District-wise ratio of number of bail applications to total cases




Legal Al / NLP - Bail Prediction Model

In general, the performance is lower in district-wise settings, possibly due to large
variation across districts

Overall, summarization models perform better than Doc2Vec and simpler
Transformer-based models

District-wise | All Districts
iodel Acc. [ FT | Acc. | FI
] ; Doc2Vec + SVM 0.72 | 0.69 | 0.79 | 0.77
_ : : \_Eail Progictor Doc2Vec + XGBoost 0.68 | 0.59 | 0.67 | 0.57
e ; M) J e IndicBert-First 512 0.65 [ 0.62 | 0.73 | 0.71
; > IndicBert-Last 512 0.62 | 0.60 | 0.78 | 0.76
' ; - TF-IDF+IndicBert 0.76 | 0.74 | 0.82 | 0.81
' ' [ ¥ Prac Parmetes TextRank+IndicBert 0.76 | 0.74 | 0.82 | 0.81
: : ey . Salience Pred +IndicBert | 0.76 | 0.74 | 0.80 | 0.78
Task Spcc;llr. Layees Multi-Task 0.78 0.77 0.80 0.78




Legal Al / NLP for Indian Context

HLDC: Hindi Legal Documents Corpus

Arnav Kapoor', Mudit Dhawan’, Anmol Goel', T.H. Arjun', Akshala Bhatnagar*
Vibhu Agrawal’, Amul Agrawal’, Arnab Bhattacharya’
Ponnurangam Kumaraguru', Ashutosh Modi?

TIIT Hyderabad,*IIIT Delhi, 71IT Kanpur
{arnav.kapoor, anmol.goel, arjun.thekoot}@research.iiit.ac.in
{mudit18159, akshalal8012, wvibhul8l1l6}@iiitd.ac.in
amul .agrawal@students.iiit.ac.in, pk.guru@iiit.ac.in

{arnabb, ashutoshm}@cse.iitk.ac.in

HLDC: Hindi Legal Documents Corpus



https://precog.iiit.ac.in/pubs/HLDC_ACL_2022.pdf

Legal Al / NLP for Indian Context - Takeaways
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Where to start if you are interested?

Saptarshi Ghosh https://sites.google.com/site/saptarshighosh/
Ashutosh Modi https://ashutosh-modi.github.io/

Prathamesh Kalamkar
https://scholar.eoogle.com/citations?user=7RaVib0AAAAJ&hl=en&oi=a0

OpenNyAI https://opennyai.org/
llias Chalkidis https://iliaschalkidis.github.io/
Off course, Precog © https://precog.iiit.ac.in/

11


https://sites.google.com/site/saptarshighosh/
https://ashutosh-modi.github.io/
https://scholar.google.com/citations?user=7RaVib0AAAAJ&hl=en&oi=ao
https://opennyai.org/
https://iliaschalkidis.github.io/
https://precog.iiit.ac.in/

' Vishva thakkar ™
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All set

Long day but very important day for all of us
AT GATAT & feIT Tget TRUT BT A Y
#VotingRound1

#l okSabhaElections2019

3:36 PM - 10 Apr 2019

O 14K 11 48K () 23K |

Ravi Kumar singh ™
. ‘ Follow v
@RaviKum24798035 .

Replying to @kanhaiyakumar

Waise tumlogo to kahte ho Supreme Court
election comition sb modi k isare p Kam krte
hai.. Fir a nhi kahna evm hack ho gya

3:49 PM - 10 Apr 2019

@ Chintada Karthik
Follow
@ChintadaKarthi1 . )
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Code-mix computationally challenging hai.

Predominantly noticed in social networks and speech data

Social Media text processing poses certain challenges

@, #, https://
Incorrect Spelling & Romanisation
Mixing two + languages — Hinglish

Prashant Kodali'

mon

SyMCoM - Syntactic Measure of Code Mixing
A Study Of English-Hindi Code-Mixing

Anmol Goel' Monojit Choudhury!
Manish Shrivastava’ Ponnurangam Kumaraguru'’
'International Institute of Information Technology Hyderabad
tMicrosoft Research, India
{prashant.kocdali, anmol.goel}@research.iiit.ac.in

cjitc@microsoft.com, {m.shrivastava, pk.guruj@iiit.ac.in

Paper at ACL Findings 2022
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Problems / Applications

|dentify code mix sentences in wild
Generating natural code mix sentences
Downstream application in dialog systems, human computer interface

Making sense of the social content can help
making choices, recommendations, civic services




Where to start if you are interested?

Monojit Choudhury https://www.microsoft.com/en-
us/research/people/monojitc/

Preethi Joyti https://www.cse.iitb.ac.in/~pjyothi/

Vivek Srivastava https://sites.coogle.com/view/vivek-srivastava/

Pushpak Bhattacharyya https://www.cse.iitb.ac.in/~pb/

Thamar Solorio http://solorio.uh.edu/

Off course, Precog © https://precog.iiit.ac.in/
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Chowkidar Amit Shah &

GAMitShah

National President of Bharatiya Janata
Party / President, Gujarat Cricket
Association

Chowkidar Jayesh Mehta

@IMehtabs

Follower of Prime Minister of India,
Narendra Modi, #ModiFor2018

Chowkidar Arun Jaitley @

@arunjatiey

Minister of Finance and Corporate
Affairs, Government of India

Chowkidar ramakrishna
nannuta

@rknannuta

Soldier of #NaMo, Proud Indian, Prime
Minister of India Shri @narendramodi
follows me, Non Veg Addict, Master
Chef, Senior Technical Lead, Openstack
Cloud

Chowkidar Smriti Z Irani
]

Samriirmn

Union Cabinat Minister of Taxties,
Govarnment of India. Member ot
Partament, Rajya Sabha representing the
state of Gujarat,

Chowkidar Haritha

@cshariths

Proud Indian, Blessed to be followed by
Hon'ble PM Narendra Modi ji &
Gramkripalmg & Sbyadavbip, Company
Secretary. Indian Army Fan, Jal Hind!
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UP ELECTIONS 2022

What #hashtag wars tell us about the

organization of Uttar Pradesh IT cells,

and how parties mark their allies and
enemies

FODIAry o, 20022

elections, since the praises, innuendo, and insults that take shape and virality on Twitter often find

new lives on other soclal media such as WhatsApp, but also on mainstream television and web-based
news. We studied nine parties contesting the state legislative elections In Uttar Pradesh - BJP, SP, INC, RLD,
BSP, AIMIM, Nishad Party, AAP, and Apna Dal. and collected the hashtags used by over 11,000 politicians at
various levels, from sitting MPs and MLAs 1o party workers, We collected all the hashtags used by the said
politickans during Sep 2021 to Jan 2022,

P itched battles on Twatter are increasingly common among the key players in the Uttar Pradesh

We sorted them based on the frequency of their usage, and listed the top 10 hashtags for each week, hand-
coded each of them for the textual content.We see three forms of critical hashtags — first, a character
assassination, typically aimed at an Individual politician (such as namecalling the Gandhl family by referring to
Jawaharial Nehru as a womanizer through hashtags like #3%@1_faww,), second a criticism of a party's ideology or
casting of an entre party under a speafic form of name-calling (such as questioning the patriotssm of
Samajwad| party through hashtags like #Gr=n_2_sf@den, and third, an attack on some action attributable to
the party (such as blaming unemployment or the farming crisis on on BjP's policles through hashtags like
#fam_grardt ). We also find two broad directions of attribution in the hashtags. The first is a hashtag
construction that attempts to show one's own leader or party in a positive light - which can we refer to as self-
acclaim, or claims that one's party is going to win, and the second is antagonistic or critical hashtags that
attempt to show one's opposition negatively. We wisualize a third category here, of support, which suggests
hashtags that are supportive of a third party, usually an alllance party,

UPF ELECTIONS 2022

Uttar Pradesh Elections and Twitter: The
Cast of Characters

JRImRary 27 ax2

spaces of the campaign. While messages forwarded on WhatsApp are a significant piece of what

drives peoples’ political opinions, with every major party investing in building WhatsApp groups of
supparters and likely vaters, and flooding them with outreach material, the primary means of official branding
continues to be Twitter for most of the parties and major leaders within the parties,

T he Uttar Pradesh elections are being fought on social media just as much as they are in the physical

Over the coming weeks, a collaboration between the University of Michigan and IlIT-Hyderabad will analyse
the use of social media by politicians on various aspects of the electoral campaign in Uttar Pradesh, As a
starting point, we are releasing the methodology and an introduction to the key players and parties, In
addition, we will pravide an interactive dashboard for users to visualize trends and analyze the performance of
various parties and candidates, This Is the first in a series of blogposts on the interesting narratives shaping up
anline, We wili also be making the data public in coming weeks,

Key players

We visualised the key players across parties based on their following and appeal in the state. First, we look at a
visualisation of those politiclans who are actively part of the election either in their party roles (such as general
secretary or in-charge for elections) or as MLA candidates or hopefuls. We exduded sitting MPs, except those
actively part of the process for ease of visualisation,

103
Megian reTrdees of 1etmeety
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UP ELECTIONS 2022

Midpoint Melodrama: UP Political Twitter
Halfway through Polling Phases

e examined the use of Twitter by 10426 politiclans from Uttar Pradesh, across all levels of
\ ;s ; seniority, midway into the phases of polling in the Uttar Pradesh elections of 2022, starting fanuary
1, 2022, and up until March 1, 2022. We summarize here our key findings by examining four key

questions

How does Twitter relate to Urbanization and
Literacy?

To address the first question, we examined the number of urban residents by location, and levels of literacy,
and find there is a statistically significant relationship between both the number (and percentage) or urban
residents and the likelihood that politiclans In that area use Twitter, as well 3s with the level of literacy and the
likelihood of tweeting. We removed Lucknow district from the equations we ran, since It Is an outlier being the
capital where most parties have a number of listed post holders.

We see some variation — for instance, the district with the highest urban populations - Ghaziabad, adjoining
Delhi, and Kanpur, both have fewer politiclans onfine than Varanasl, the Prime Minister's constituency, which
has had a lot of mid- to lower-level politiclans go online, and Allahabad / Prayagraj, which is a poiitically
important district in the state, and home to several key politicians from across parties.

AR
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https://precog.iiit.ac.in/blog/
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Is change the only constant? Profile change perspective on
#LokSabhaElections2019

Kumari Neha Shashank Srikanth Sonali Singhal
1T Delhi HIT Hyderabad T Delhi
nehak@iiitd ac.in shashank s@research.iiit ac.in sonali18317@iiitd.ac.in
Shwetanshu Singh Arun Balaji Buduru Ponnurangam Kumaraguru
1T Delhi T Delhi T Delhi
shwetanshus@iiitd.ac.in arunb@iiitd.acin pk@iiitd.ac.in

ABSTRACT

Users on Twitter are identified with the help of their profile at-
tributes that consists of 8 username, display name. profile image, to
name a few. The profile attributes that users adopt can reflect their
interests, belief, or thematic inclinations. Literature has proposed
the implications and significance of profile attribute change for a
random population of users. However, the use of profile attribute for

In this work, we conduct alarge-scale study of the profile change
behavior of users on Twitter during the 2019 general elections in
India, These elections are of interest from the perspective of social
media analysis for many reasons. Firstly, the general elections in
India were held in 7 phases from 11th April, 2019 to 19th May,
2019, Thus, the elections serve as a rich source of data for social
movements and changing politteal alignments throughout the two

e

AVINASH TULASI *, INT Delhi

KANAY GUPTA *, 1T Hyderabad

OMKAR GURJAR, 11T Hyderabad

SATHVIK SANJEEV BUGGANA, INT Hyderabad
PARAS MEHAN, INT Delhi

ARUN BALAJI BUDURL, INT Delhi
PONNURANGAM KUMARAGURLU, 1T Delhi

The advent of 4G increased the usage of internet in India, which took »
hasge pamsber of discussions anline. Onlise Secial Networks (OSNs) are the
oenter of these discussions. During elections, political discossons constute
o signiticant poetion of the troding tapics on these networks Politiclans asd
politscal parties catch up with these tronds. and social meds then hecomes
o purt of their publioty agends. We canncl grnore this tresd is uny election.
be ot the US, Germany. Prance, or Indin. Twitter s a magor platform where
wv oliverve thse tremds. [ this work, we exumine e magnitude of political
discussions on twitter by comtrastmg the platform usage oo levels Moe gendec.
political party, and geography, tn 2014 el 2019 Inadian General Electyons In »

Catching up with trends: The changing landscape of political
discussions on twitter in 2014 and 2019

debates have moved from televisions and newspapers to Online
Social Networks {OSNs). A variety of research communities from
soctology 1o social network security are showing deep interest in
these trenuds [7]. Changing patterns of user behavioe and collective
impacts of these changes are being studied in extensive depth [12]
While every aspect of human mieraction is essential, elections are
of particular interest, The election results impact & nation’s future
on various frants like finance, defence, foreign relations. inchuding
the day-to-day Iife of a citizen India has seen e biggest elections

lﬂ -
« Hashtags are (not) judgemental: The untold story of Lok Sabha
. elections 2019
7.2 Saurabh Gupta Asmit Kumar Singh
thy MT-Delhi IIT-Delhi
Wi saurabhg@iiitd.ac.in asmit18025@ititd.ac.in
Arun Balaji Buduru Ponnurangam Kumaraguru
IT-Dethi NIT-Delhi
arunb@itd.ac.in pk@iutd.ac.in

ABSTRACT

Hashtags in online social media have become a way for users to
build communities around topics, promote opinions, and categorize
miessages. In the political context, hashtags on Twitter are used by
users to campaign for their parties, spread news, or to get followers
and get u general idea by following a discussion built around a
hashtag. In the past, researchers have studied certain types and
specific properties of hashtags by utilizing a lot of data collected
around hashtags. In this paper, we perform a large-scale empirical
analysis of elections using only the hashtags shared on Twitter
durning the 2019 Lok Sabha elections in India. We study the trends
and events unfolded on the ground, the latent topics to uncover
representative hashtags and semantic similarity to relate hashtags
with the election outcomes. We collect over 24 million hashtags to
perform extensive experiments. First, we find the trending hashtags
to cross-reference them with the tweets in our dataset 1o list down
notable events. Second. we use Latent Dirichlet Allocation to find
topic patterns in the dataset. In the end. we use skip-gram word
embedding model to find semantically similar hashtags. We propose

popularity and an influence metric to predict election outcomes
sreiviee et thiy baneht 1 wical

oo obyovses tbaist i ismmnrng io o

1 INTRODUCTION

Online social media platforms like Twitter are being used by people
to spread information and opiniens amony other users. A lot of
times, people ure observed reporting the ground events happening
near them, making Twitter a source of getting breaking news (2, 26},
For example, when the terrorist attacks in Mumbal in 2008 were
happening, Twitter users in India (especially in Mumbai) were
providing an instant eyewitness account of what was happening
at the ground [3]. More recently, a lot of media channels covered
the reactions of people all over India using Twitter when article
370 was scraped [8, 9]. Twitter is considered so effective that even
the Indian government recently asked them to remove accounts
spreading rumors about Kashmir [24].

Hashtags on Twitter are generally used: by many brands to
promote a product; by users to categorize thesr messages, build
communities around a topic; and are an efficient way to join public
discussions. 1t is very common 10 see the use of hashtags to aid the
formation of ad-hoc publics around specific events like #ausvotes,
slondonriots, swikileaks[5], and #elections2019 (see Figure 1)

In the past, hashtags helped users connect to various political

bo Bilog aboy wi ] el shoy abloolely i Alore

Note: Urbanization and Literacy as factors in Politicians’ Social
Media Use in a largely Rural State: Evidence from Uttar Pradesh, '

ers.
fral
eld
[t

3 | S

India prd

Jodds

Asmit Kumar Singh* Jivitesh Jain® Lalitha Kameswari® [the
asmit18025@iiitd.ac.in jivitesh jain@students.jiit.acin valalitha@research.ilitac.in

Indraprastha Institute of Information  International Institute of Information  International Institute of Information
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Technology, Hyderabad Ann Arbar, Michigan, USA
Hyderabad, Telangana, India

ABSTRACT

With Twitter growing as a preferred channel foc outreach among
major politicians, there have been focused efforts on online com-
ication, even in electi mpaigne in primacily rural regions,
In this paper, we examine the relationship between politicians”
use of social media and the level of urbanization and literacy by
compiling & comprehensive list of Twitter bandles of political party
functionanes and election candidates (n the ron-up to the 2022 State
Assembly edections in Uttar Pradesh, India. We find statistically sig-
nificant relationships between political Twitter presence and levels
of urbanization and with Jevels of literacy. We also find a strong
correlation between vote share und Twitter presence in the winning
party, a relationship that is even stronger in urban districts. This
provides empirical evidence that social medsa is already a central
part of electoral outreach processes in the Global South, but that
this is still seloctively more relevant to voters in, and politicians
standing for elections from urban and higher-educated regons.

CCS CONCEPTS

. ing - Fmnirvicsl studies in enllab.

ACM Reference Format:

Asenil Kumar Singh, [ivstesh Jain, Lalitha Kasneswart, Pennusangam Ku-
maragur, und Joyojeet Pal. 2022, Nete: Urbunization und Literacy as factoess
in Politicians’ Socal Media Use in o largely Rural State: Evidence from
Uttar Pradesh. [ndia. In ACM SIGCASSIGCH! Conference on Computing
and Sustainabdle Societies (COMPASS) (COMPASS 22}, June 29-Fuly 1, 2022
Seurtle, WA, USA, ACM, New York, NY, USA, 5 pages. hipe//doiarg 10
1145353090, 3534845

1 INTRODUCTION

The past decade has seen an astronomical increase in access to
the Internet and vartous sockal media platforms like Twitter, Face-
book, Instagram, etc. This has resulted in the availability of a huge
amount of data which allows insight into various aspects of commu-
nicative behavior in social and political settings, In politics, online
outreach and propaganda, as well us campaigning during elections,
has grown in size on account of the convendence of direct politician-
to-citizen communications, bypassing professional journalists, as
well as the temparal benefits of allowing polstical actors to commu-
nicate when and how they want to. While no research has shown

20



“I won the election”

“I Won the Election!”: An Empirical Analysis of Soft Moderation Interventions on
Twitter

Savvas Zannettou

Max Planck Institute for Informatics
szannett@mpi-inf.mpg.de

Ahsll‘acl "".) Donald 4, Trump @

Over the past few years, there is a heated debate and serious
public concerns regarding online content moderation, censor- I WON THE ELECTION!
ship, and the principle of free speech on the Web. To ease
these concerns, social media platforms like Twitter and Face-
book refined their content moderation systems to support sofl
moderation interventions. Soft moderation interventions re-
fer to warning labels attached to potentially questionable or
harmful content to inform other users about the content and
its nature while the content remains accessible, hence allevi-
ating concerns related to censorship and free speech,

In this work, we perform one of the first empirical studies
on soft moderation interventions on Twitter. Using a mixed-
methods approach, we study the users who share tweets with
warning labels on Twitter and their political leaning, the en-
gagement that these tweets receive, and how users interact
with tweets that have warning labels. Among other things,
we find that 72% of the tweets with warning labels are shared
by Republicans, while only 11% are shared by Democrats. By

Figure 1: An example of a soft moderation intervention on
Twitter.

moderation should be performed in a timely manner to en-
sure that harmful content is removed fast and only a small
number of users are exposed to harmful content, This is a
tough challenge given the scale of modern social media plat-

analyzing content engagement, we find that tweets with warn- forms like Twitter and Facebook. Second, content modera-
ing labels had more engagement compared to tweets without tion should be consistent and fair across users, Finally, con-
warnine lahele Alen we analitetively snaluses howw nesre in tont maderation chanld sncnee that it j¢ in arcnedances with

https://ojs.aaai.org/index.php/ICWSM/article/view/18110/17913
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Where to start if you are interested?

Joyojeet Pal https://joyojeet.people.si.umich.edu/

Ashwin Rajadesingan https://ashwinrajadesingan.com/
Trivedi Centre for Political Data https://tcpd.ashoka.edu.in/
Off course, Precog © https://precog.iiit.ac.in/
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Credibility Ranking of Tweets during High Impact Events

Aditi Gupta, Ponnurangam Kumaraguru
Indraprastha Institute of Information Technology, , Incka

aditig, pk}@iiitd.ac.in
f o kgm.ln

peecog.

ABSTRACT

Twitter bss evolvd {rom betng & comversation oe opinkon
sharing medium among friends into a platfarm to share and
disseminate information about current events. Events in the
real workd create a cocresposding spur of posts (tweets) on
Twitter, Not all content posted an Twitter is trustworthy
or useful in providing information about the event. In this
puper, we anshyvzed the credibility of information ln twests
correspoading to fourteen high impact news events of 2011
around the globe. From the data we analyzed, on average
307 of total tweets posted nbout an evest contained situ-
ational information aboat the event while 14% was spam.
Only 17% of the tots] tweets posted sbout the event con-
tained situational awsreness information that was credible.
Using regression analysis, we identified the important coo-
temt and sourced based featares, which can predict the aed-
ibility of information In & twest, Promisent content basad
features were number of unigue charscters, swear woeds,
pronouns, and emoticons in & tweet, and user based fea-

1. INTRODUCTION

With the evolution of onlise social networking and micro-
blogging mediums, two major changes have occurred in the
lanciscape of the Internet usage - firstly, the Internet is re-
placing traditional media like television and print media as
a source for obtaining news and information about currest
events [16); secondly, the Intomet has provided & platform
for common people to share Informntion and express thelr
opinions. Quick respoase time and high connectivity speed
have fueled the propagation and di ination of mforma-
tiom, by users oo ouline social media servioes like Facebook,
Twittar, and YouTube. Wark presented in this paper pri-
mearily focuses on Twitter; Twitter is a micro-blogging ser-
vice, which has gained popularity a¢ a major news source
and information dssemination sgent over last few years.
Users an Twitter, create their public / private prafile and
post messages (also referred a8 twoets or statwses) vie the
peofile. The maximum length of the tweet can be 140 dsar-
scters. Each post om Twitter Is charsctertzed by two maln

Faking Sandy: Characterizing and Identifying Fake Images
on Twitter during Hurricane Sandy

Aditi Gupta-, Hemank Lamba** Ponnurangam Kumaraguru-, Anu m Joshl'
ndraprastha institute of Information Tachnology., gei pa
'University ;;IMarym Rwanml.m mlnw
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ABSTRACT

In today’s world, online social medsa plays = vital role dur-
g rea) world events especinlly criwis ovents,  There urn
both posstive and segotive effocts of soclal media coveragn
of evinls, it can be um-l by sutharities for effevtive disaster
or by i ontition to spread rumoes sod
Eake nows I’bn aim of this paper, in to highlight the role of
‘Twittar, durleg Hurrlcane Sandy (2012} to sproad fake im
agos about the daetor. We idestilind 10,350 anigquo twests
contaiming faky images that wore cirenlated an Twitter, dur-
ing Hurncaoe Sandy. We performed n charnotenizstion soal
yuis, to understand the temporal, socal reputation and in
Hoconce patterns foe the sprewd of foke inssges. Eighly six
percent of twoots sproscdieg the Do isages wore relwoets,
bemen very fow ween arigizal twosts. Our rosults showed that
top thirty users out of 10,215 swers (0.5X) resulted in 50%
of the retwects of fake lmages: aiso network Jinks such s
Sallower relationuhips of Twitter, contrifinted very los (ouly

coutent ks posted on OSAL not all of the nformation is of
ool guality with respect to the wvesst, Jike it may be fanke, in-
correct or noisy. Extracting good quality mformation s one
of the blggest challeogen (o utilising information from OSM,
Ower last few yoes, poople Lave EighBghled how OSM can
b wexl to holp i extracting wetfal information about real
life events. But, om the other band. there have beon many
instances which bave highlighted the negative effects on con-
teat on online social moedia on real lfe events, The Informa-
tion shured wod acoessed on sockal poodin such s Twitter,
w resk-tine, the bmpact of any malicions mtonded sctivity,
like spreading fake mmagrs and numors needs to be detected
and curbed fram sprending lmedistely. Soch false and n-
corteet information can lead to duscs and pasic wmong peco-
ple on the ground. Sisce detecting whethor images posted
are Inke ar mot, using teaditionad image analyxis methods,
can be lkghly thne asd resource comsiming, we expdare the
option of wing Twitter spocific features, like the content of
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h Is for Ji ination of information during real
wmmhmmcmhpmdﬂnumnm
which can result in d chaos and ¥ losses im the

real world, We analyzed one such media e, Twitter, for content
generated during the evemt of Boston Marathon Hlasts, that
occurred om April, 15th, 2013, A lot of fake content amd malicious
mmmwwmutrwmt*ﬂum'mmﬁn
dtﬂs-wkhu indepth ch { otwhﬂ

susceptible to fall for rumors / fake content. In one of the
most recent ncikdents i US.A., Dow Jones index plunged
140 points due 0 a rumor tweet posted from o pews agency's
{Associated Press) Twitter [14]. the esti i tempo-
rary loss of market cap in the S&P 500 totaled $136.5 billion.
The rumor mentioned that US AL president Barack Obama has
been mjured in twin explosions at the White House. In case of
F.ng!and Rinu social media was responsible for spreading and

factors infl d in malici and profiles b
virul Our results showed that 29% of the most viral content on
Mmm&e&dmuﬂsmmmwm
while 515 was generi and and rest was trwe
MW&MM“MMJMM#W
mmwmﬂdmmwhmudq
the fake comtent. Next, we used rogrission
\Wthmlnmﬂmmmwmtm
muamunmu-uummmd
that content in future, Many nsdici were
Mm‘whgthloﬂ-um&lhtmhzr-spaﬂadh
Twitter, We identified over six thousand such user profiles, we

agst people. Many rumors propagated
during |he nots, which resulted in large scale panic and
chaos among the public {34]. Two people were also sentenced
for sprudmx fnlsc pmis an Facehook during the riots [10),
In ) Vi some people had speead
rumors on Twitter, lao dcsublhu the banking system of the
country [44]. In one of the extreme case, Twitter lrnwun in
Mexico were given thinty years for sp
sbout a fuke shooting by g 'm“”']lIAs
rushed to get their children from school, and all wlepbmc
lmum:;mmeimem:mmldnmm caused a massive

—..lﬂ.l_'n.l.l.l_l.l.l‘_h. LELELYS n" an 6

TweetCred: Real-Time Credibility Assessment
of Content on Twitter
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Abstract. During sudden onset crisis events, the presence of spam, ru-
mors and fake content on Twitter reduces the value of information con-
tained on its messages (or “tweets” ). A possible solution to this problem
is to use machine learning to automatically evaluate the credibility of a
tweet, i.e. whether a person would deem the tweet behevnblc or trustwor-
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Abstract—A rapid growth in the amount of fake news on
social media is a very serious concern in our society. It is
usually created by manipulating images, text, audio, and videos.
This indicates that there is a need of multimodal system

I'be Thirty-Fourth AAAI Conference on Artificial Intelligence (AAAL-20)

SpotFake+: A Multimodal Framework for Fake
News Detection via Transfer Learning (Student Abstract)
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for fake news detection. Though, there are multimodal fake
news detection systems but they tend to solve the problem
of fake news by considering an additional sub-task like event
discriminator and finding correlations across the modalities.
The results of fake news detection are heavily dependent on
the subtask and in absence of subtask training, the performance
of fake news detection degrade by 10% on an average.

To solve this issue, we introduce SpotFake- a multi-modal
framework for fake news detection. Our proposed solution de-
tects fake news without taking into account any other subtasks.
It exploits both the textual and visual features of an article,
Specifically, we made use of language models (like BERT) to
leurn text features, and image features are learned from VGG-
19 pre-trained on ImageNet dataset. All the experiments are
performed on two publicly available datasets, Le., Twitter and
Weibo. The proposed model performs better than the current
state-of-the-art on Twitter and Weibo datasets by 3.27% and

6.83%, respectively.

Keywords-Fake News Detection, Multimedia, Soclal Comput-
Ing, Natural Language Processing, Deep Learning

I. INTRODUCTION

“Fake news" is not new. The root of it existed in the soci-

Figure 1: An example of fake news that claims that the actor
Sylvester Stallone died due to prostate cancer.

[4], [5] and the authenticity of the news being read. This
can have a huge negative impact on the masses. The second
reason is lack of automated fact checking methods, Websites
such as Politifact’, Full Fact” and AltNews’ make efforts in
fake news detection but the time consuming manual method
is too slow to prevent initial spread of a fake news.

This may be due to the fact that texwal claims are not

o ' S ses osacesd Coleifionnes Loae sovpt F12v

Abstract

In recent years, there has been a substantial nise in the con-
sumption of news via online platforms. The ease of publica-
tion and lack of editorial rigour in some of these platforms
have further led to the proliferation of fake news. In this
paper, we study the problem of detecting fake news on the
FakeNewsNet repository, a collection of full length articles
along with associated images, We present SpotFake+, a mul-
timodal approach that leverages transfer learning to capture
semantic and contextual information from the news articles
and its associated images and achieves the better accuracy for
fake news detection. To the best of our knowledge, this is the
first work that performs a multimodal approach for fake news
detection on a dataset that consists of full length articles. It
outperforms the performance shown by both single modality
and multiple-modality models, We also release the pretrained
model for the benefit of the community.

capture the features from the image modality that may seek
to emphasize certain facts.

To overcome the above mentioned challenges, we propose
SpotFake+, an advanced version of existing multimodal
fake news detection system, named SpotFake (Singhal et al.
2019), The proposed architecture leverages pretrained lan-
guage transformers and pre-trained ImageNet models for
feature extraction, These feature vectors are fed into fully
connected layers for classification.

Methodology

Our methodology primarily consists of the following: (i) de-
tails of the dataset used in experiments, (ii) pre-processing of
the dataset, and (ii1) details of the text and image sub-module
used in SpotFake+ for fake news detection.

Dataset

https://precog.iiit.ac.in/pubs/SpotFake-IEEE BigMM.pdf https://precog.iiit.ac.in/pubs/SpotFake plus AAAl.pdf

https://precog.iiit.ac.in/pubs/FactDrill ICWSM2022 final version.pdf
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Stop the KillFies! Using Deep Learning Models to Identify
Dangerous Selfies
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ABSTRACT

Selfies have become a prominent medium for self-portrayal on
social media. Unfortunately, certain social media users go to ex-
treme lengths to click selfies, which puts their lives at risk. Two
hundred and sixteen individuals have died since March 2014 until
January 2018 while trying to click selfies. It is imperative to be able
to identify dangerous selfies posted on social media platforms to
be able to build an intervention for users going to extreme lengths
for clicking such selfies. In this work, we propose a convolutional
neural network based classifier to identify dangerous selfies posted
on social media using only the image (no metadata). We show that
our proposed approach gives an accuracy of 98% and performs
better than previous methods.

ACM Reference Format:

Vedant Nanda®, Hemank Lamba®, Divyansh Agarwal®, Megha Arora®, Ni-
harika Sachdeva®, Ponnurangam Kumaraguru®. 2018. Stop the KillFies! Us-
ing Deep Learning Models to Identify Dangerous Selfies. In WWW '18 Com-
panion: The 2018 Web Conference Companion, April 23-27, 2018, Lyon, France.
ACM, New York, NY, USA, 5 pages. https://doi.org/10.1145/3184558.3191575

1 INTRODUCTION

A selfie is defined as a photograph that one has taken of oneself,
typically taken with a smartphone or a webcam and shared via social
media [25]. The popularity of selfie culture can be estimated from
the fact.l.hal in 2015, 24 billion selfies were uploaded to Google

engage in such situations to portray themselves as adventurous and
enhance their appearance to others while risking their own physical
well-being [9, 18]. Continuing the statistic in [16], we found that as
many as 216 individuals have died while attempting to take selfies.

We define a dangerous selfie as a selfie which potentially might
cause harm to an individual or a group that may occur while the
individual(s) attempts to take a selfie. To be able to detect the users
who post such dangerous selfies, and to make an intervention, it
is essential to find and identify dangerous selfies. By identifying
such selfies being posted on the social media platform by a user,
combined with the frequency at which the user is posting them,
the social networking platform can decide if a particular user is
overindulging in risk-taking behavior, which could potentially be
harmful to their health. In this work, we propose a deep-learning
based framework to identify dangerous selfies posted on Twitter. We
use existing deep neural networks such as VGG16 and VGG19 [20],
Inception v3 [23], ResNet50 [11] ete. and adapt it to perform well
on the task of detecting dangerous selfies. We discover that our
model outperforms the previously proposed models by a factor of
1.34 in terms of accuracy on the test set. We believe that this work
will help researchers understand a user's propensity to post such
selfies on online social media in a much better way, thus resulting
in effective intervention technologies.

2 RELATED WORK

https://precog.iiit.ac.in/pubs/camera-to-deathbed-icwsm2017.pdf ICWSM 2017
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Abstract

Selfie culture has emerged as a ubiquitous instrument for self-
portrayal in recent years. To portray themselves differently
and attractive to others, individuals may risk their life by
clicking selfies in dangerous situations. Consequently, selfies
have claimed 137 lives around the world since March 2014
until December 2016. In this work, we perform a comprehen-
sive analysis of the reported selfie-casualties and note various
reasons behind these deaths. We perform an in-depth analy-
sis of such selfies posted on social media to identify danger-
ous selfies and explore a series of statistical models to predict
dangerous posts. We find that our multimodal classifier using
combination of text-based, image-based and location-based
features performs the best in spotting dangerous selfies. Our
classifier is trained on 6K annotated selfies collected on Twit-
ter and gives 82% accuracy for identifying whether a selfie
posted on Twitter is dangerous or not.

Introduction

A selfie is defined as a photograph that one has taken of
oneself, typically taken with a smartphone or webcam and
shared via social media (Taslim and Rezwan 2013). In 2015,
Google estimated that 24 billion selfies were uploaded to
Google Photos ! and the number of selfies posted on Insta-

dicating the dangers of taking selfies,’and Indian authorities
including Mumbai police and Indian Railwa;'s issued wam-
ing for taking selfies at dangerous locations.

Despite the increase in incidents where selfies were the
reason behind physical harm caused to individuals, few re-
search works explore factors that may result into danger-
ous selfies. Studies have indicated clicking selfies at danger-
ous locations as one of the reasons for selfie-related casual-
ties (Bhogesha, John, and Tripathy 2016). Social media has
emerged as a powerful medium to share and gain attention
through such dangerous selfies (Souza et al. 2015). Given
the popularity of the selfie culture, and increasing number
of selfie deaths, it is crucial to characterize and predict the
behavior of taking/posting dangerous selfies on social me-
dia. However, this remains largely unexplored. In this work,
we try to identify features that can be derived from selfies
posted on social media to predict dangerous selfies.

We formulate our specific research goals as:

1. Analyze incidents associated with reported fatal selfie ca-
sualties to understand the reasons behind the deaths and
characterize such selfie-ers.

2. Investigate the content measures derived from social me-
dia that are predictive of dangerous selfies.

In this paper, we first comprehensively analyze the deaths

|__oram increased by 900 times hetween 2012 and 2014 (Sonza

40


https://precog.iiit.ac.in/pubs/camera-to-deathbed-icwsm2017.pdf

Are you a Spotify user?

We are looking for people™ to
participate in a study that associates

Music consumption with well-being

What to do?

|.Request your Spotify listening Sirist be ah adive
history using given steps spotify user for

atleast a year

Monetary
compensation of
200 offered for

your time &
effort!

Prof. Vinoo Alluri @

Prof. Ponnurangam Kumaraguru (PK) INTERNATIONAL INSTITUTE OF
INFORMATION TECHNOLOGY
Dr. Geetika Arora




Takeaways

No dearth of problems to study...

Many problems are resource poor, e.g. code mix is low resource, hard
to collect corpus while being abundant in social networks ....

Social impact & utility of our work
Will be happy to discuss anything further...
Looking for (including PhD) students / RAs ...



is a group of researchers who study, analyze, and build different
aspects of social systems (e.g. social web systems like Twitter,
qIGCQg Facebook), including their security and privacy. By understanding and
sl measuring complex networks, we try and build solutions for social good.
AR Our work primarily derives from Data Science, Computational Social
Science, Social Computing, Machine Learning, and Natural Language
Processing.

>y

https://precog.iiit.ac.in/

N PR EE UM
P . = -l

- —A/ a /

~ — R e



https://precog.iiit.ac.in/

Join us in solving interesting problems!

I'.E.I:'!"l.,li_

ﬂ
-
"

-..- :i-
r"'..:l'

o'
|_..
= =L

*"Fﬁ
-.-.

https://forms.office.com/r/bQ7SX90pZL



https://forms.office.com/r/bQ7SX90pZL

Connect with us on Sociall

https://forms.gle/HW2b3kpsXweuD3w98 https://precog.iiit.ac.in/pages/pk-social



https://forms.gle/HW2b3kpsXweuD3w98
https://precog.iiit.ac.in/pages/pk-social

Thanks!

Questions?

pk.profgiri

linkedin/in/ponguru

pk.guru@iiit.ac.in

http://precog.iiit.ac.in/

@ponguru

46



